**«Осторожно! Мошенники!»**

**НИКОГДА И НИКОМУ** не сообщайте трёхзначный код на обратной стороне Вашей банковской карты, это ключ к Вашим деньгам. Если человек просит Вас сообщить код - **ЭТО МОШЕННИК**.

Если Вам поступил звонок от «сотрудника банка», который сообщил Вам о блокировке Вашей банковской карты или подозрительных операциях с Вашими деньгами, прекратите разговор и позвоните на горячую линию Вашего банка, Вам только что позвонил **МОШЕННИК**.

**НИКОГДА** не сообщайте смс-коды от банка другим людям. Смс-код от банка - ключ к Вашим деньгам, человек, который его спрашивает - **ЭТО** **МОШЕННИК**.

 Если по Вашему объявлению о продаже товара в Интернете Вам позвонил покупатель и попросил сообщить реквизиты банковской карты и смс-код, чтобы перевести деньги, прекратите разговор и ни в коем случае не сообщайте код - **ЭТО** **МОШЕННИК**.

Если по телефону Вас просят набрать комбинацию цифр в банкомате, прекратите разговор. **НИКОГДА** не выполняйте действия с банкоматом «под диктовку» другого человека - **ЭТО** **МОШЕННИК**.

Если Вам поступило смс-сообщение с информацией о блокировке Вашей банковской карты и номером телефона, по которому нужно перезвонить, обратитесь на горячую линию Вашего банка, не перезванивайте - **ЭТО МОШЕННИК**.

Если Ваш друг или родственник пишет Вам в социальной сети с просьбой срочно перевести в долг деньги или сообщить данные Вашей карты, чтобы перечислить их Вам, свяжитесь с ним любым другим способом и проверьте, скорее всего, Вам пишет **МОШЕННИК**.

Если Вам позвонили от имени близкого человека или представителя власти, сообщили о несчастном случае и требуют деньги, прекратите разговор и позвоните близкому. Человек, который выманивает Ваши деньги - **ЭТО** **МОШЕННИК**.

Не доверяйте Вашу банковскую карту третьим лицам, не оставляйте её без присмотра, не записывайте ПИН-код в легкодоступных местах, в паспорте, на самой карточке – так ими легко может воспользоваться **МОШЕННИК**.

Прокуратура Катангского района.